
24 

48 CFR Ch. 3 (10–1–11 Edition) 304.803–70 

(2) Conduct remedial staff training, 
as appropriate, to improve data accu-
racy and timeliness; and 

(3) Represent the OPDIV as a member 
of the DCIS Configuration Committee. 

(e) DCIS Configuration Committee. The 
DCIS Configuration Committee is com-
posed of the HHS DCIS manager, other 
ASFR/OGAPA/DA acquisition manage-
ment staff, as required; and each 
OPDIV’s DCIS coordinator/focal point. 
The Committee shall ensure that the 
DCIS is properly maintained and shall 
evaluate and recommend changes to 
DCIS to improve its functionality, fea-
tures, and quality control, as appro-
priate. 

Subpart 304.8—Government 
Contract Files 

304.803–70 Contract/order file organi-
zation and use of checklists. 

(a) To provide a consistent approach 
to the organization and content of HHS 
contract and order files, OPDIVs shall 
use the folder filing system and accom-
panying file checklists specified in 
304.803–70(b), in accordance with the 
guidance therein and the instructions 
specified as ‘‘Contract and Order File 

Folders, Checklists, and Instructions. 
The checklists are available on the 
ASFR/OGAPA/DA Internet. 

(b) The checklist requirements apply 
to files for (i) negotiated, sealed-bid, 
and Architect-Engineer (A & E) acqui-
sitions; (ii) orders awarded and BPAs 
established under General Services Ad-
ministration (GSA) Federal Supply 
Schedule (FSS) contracts; (iii) orders 
placed under all types of indefinite-de-
livery contracts, including task orders 
under Government-wide Acquisition 
Contracts (GWACs); and (iv) modifica-
tions under the types of acquisitions 
specified in (i), (ii), and (iii). Simplified 
acquisitions, including those for com-
mercial items, are exempt from these 
checklist requirements. However, HHS 
contracting activities shall adhere to 
the simplified acquisition file docu-
mentation and retention requirements 
of FAR 13.106–3(b). For commercial 
item acquisitions using the negotiated 
or sealed bid methods, HHS con-
tracting activities shall use the appli-
cable checklist. 

(1) A complete contract or order file 
may consist of the following folders 
that are titled as indicated below for 
the specified acquisition methods: 

Acquisition method Folder title Folder title Folder title Folder title 

Negotiated .................... Presolicitation to Award Unsuccessful Proposals Administration and 
Closeout.

Reports and 
Deliverables. 

Sealed-bid .................... Presolicitation to Award Unsuccessful Bids ....... Administration and 
Closeout.

N/A. 

A & E ........................... Preannouncement to 
Award.

Unsuccessful Qualifica-
tions Statements.

Administration and 
Closeout.

Reports and 
Deliverables. 

Task orders .................. Presolicitation to Award Unsuccessful Proposals Administration and 
Closeout.

Reports and 
Deliverables. 

GSA FSS ..................... Presolicitation to Award Unsuccessful 
Quotations/Oral Pres-
entations.

Administration and 
Closeout.

N/A. 

(2) Although the use of the checklists 
is mandatory, each OPDIV contracting 
office is permitted to make certain 
checklist changes or additions as speci-
fied in ‘‘Use and modification of check-
lists’’ under ‘‘File checklists and tab 
dividers’’ in the instructions. 

(3) OPDIVs using or planning to use 
electronic filing capabilities shall ad-
here to the folder and tab nomen-
clature requirements identified herein 
to the maximum extent practicable. 

304.804–70 Contract closeout audits. 

(a) Contracting Officers shall rely, to 
the maximum extent possible, on sin-
gle audits to close physically com-
pleted cost-reimbursement contracts 
with colleges and universities, hos-
pitals, non-profit organizations, and 
State and local governments. In addi-
tion, where appropriate, a sample of 
these contracts or an individual con-
tract may be selected for audit, in ac-
cordance with paragraph (b) of this sec-
tion. 
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(b) Contracting Officers shall request 
contract closeout audits on physically 
completed, cost-reimbursement, con-
tracts with for-profit organizations in 
accordance with the following: 

(1) The OIG and the Associate DAS 
for Acquisition, in conjunction with 
the OPDIV’s cost advisory/audit focal 
point, determine which contracts or 
contractors will be audited, which 
audit agency will perform the audit, 
and the type and scope of closeout 
audit to be performed. These decisions 
are based on the needs of the customer, 
risk analysis, return on investment, 
and the availability of audit resources. 
When an audit is warranted prior to 
closing a contract, the Contracting Of-
ficer shall submit the audit request to 
the OIG’s Office of Audit Services, 
through the OPDIV’s cost advisory/ 
audit focal point. 

(2) Except where a Contracting Offi-
cer suspects misrepresentation or 
fraud, the Contracting Officer shall not 
request contract closeout field audits, 
if the cost of performance is likely to 
exceed the potential cost recovery. 
Contracting Officers may close con-
tracts that are not selected for a field 
audit on the basis of a desk review, 
subject to any later on-site audit find-
ings. In those situations, the release 
executed by the contractor shall con-
tain the following statement: ‘‘The 
Contractor agrees, pursuant to the 
clause in this contract entitled ‘‘Al-
lowable Cost’’ or ‘‘Allowable Cost and 
Fixed Fee,’’ as appropriate, that it will 
refund to the Government the amount 
of any sustained audit exceptions re-
sulting from any audit made after final 
payment.’’ 

Subpart 304.13—Personal Identity 
Verification 

304.1300 Policy. 
(a) Definitions. The following defini-

tions apply to this subpart: 
(1) Access: ‘‘Physical’’ entry to and/or 

exit from a facility/area of a facility 
(such as a building or room in a build-
ing) or ‘‘logical’’ entry into an infor-
mation system, such as a researcher 
up-loading data/information through a 
secure Web site or a contractor access-
ing an HHS-controlled information sys-
tem from its own facility. It does not 

include access to a public Web site, 
whether by an HHS contractor or mem-
ber of the public, because such Web 
sites do not require permission to ac-
cess. In the case of sensitive data/infor-
mation that exists in hard copy, ‘‘ac-
cess’’ means providing a contractor the 
right to view or use written/typed data 
or information for the purpose de-
scribed in a contract. 

(2) Long-term: Greater than 6 months 
in duration. 

(3) Routine: On a regular, non-inter-
mittent basis, which is at least once 
per week during the contract or order 
period of performance. 

(4) Sensitive data/information: As de-
fined by the Computer Security Act of 
1987, any data/information, ‘‘the loss, 
misuse, or unauthorized access to or 
modification of which, could adversely 
affect the national interest or the con-
duct of Federal programs, or the pri-
vacy to which individuals are entitled 
under section 552a of the Title 5 of 
U.S.C. (the Privacy Act), but which has 
not been specifically authorized under 
criteria established by an Executive 
order or an act of Congress to be kept 
secret in the interest of national de-
fense or foreign policy.’’ Examples in-
clude individuals’ social security num-
bers; other personal identification in-
formation, such as individuals’ health, 
medical, or psychological information; 
proprietary research data; and con-
fidential legal data. 

(5) Short-term: Six (6) months or less 
in duration. 

(b) Homeland Security Presidential 
Directive (HSPD–12), entitled, ‘‘Policy 
for a Common Identification Standard 
for Federal Employees and Contrac-
tors,’’ was issued on August 27, 2004, to 
enhance security and reduce identity 
fraud related to contractor physical ac-
cess to Federally-controlled facilities 
and/or logical access to Federally-con-
trolled information systems. 

(1) The HSPD–12 requirements re-
lated to routine, long-term physical ac-
cess to HHS-controlled facilities and 
logical access to HHS-controlled infor-
mation systems, including contractor 
personnel background checks/inves-
tigations (termed herein as ‘‘more 
stringent’’ access procedures), apply to 
all solicitations and new contracts or 
orders for services, including services 
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